
ZeroData™ Windows® V1.7.4.1108 
International compliance covered… Proven worldwide since 2002… 
ZeroData™ Windows® permanently, safely, and securely removes all 
data on all kinds of storage drives, stacked and racked.  
Data wiping, data sanitizing, data erasure – trust ZeroData Windows to 
permanently data-destroy your choice of storage drive.  

FREE Updates and technical support  
provided automatically for one year. 

Keep your data wiping methods  
current. Upgrade to the latest version of  

ZeroData Windows   
 

PREVIOUS PRODUCT UPDATES  

www.eurosoft-uk.com 

What’s new… IEEE and EMMC compliance promised and delivered, and 
available with Purge it, Clear it, firmware, removable media – done.  

Tamper Proof Reports got some defined colour coding to better see erasure results 
and NIST declaration. Moving on, you will see some fine tuning with the User 
Interface for easier manoeuvring. 

Always produces a full erasure report certificate, for every drive erased or not, 
across one or multiple drives in a single session. 

ZeroData Windows is so reliable and economical, you will wonder “what took me so 
long to find out.” 
 

Did you know? ZeroData Windows + Pc-Check Windows are ready as a chained 
program package, giving you seamless test and erasure in a single process. New 
Autopilot test feature is available in Pc-Check Windows v3.5.2.6. - easily 
determine if the unit under test has already been enrolled with Microsoft Autopilot 
saving you customer cries and returns.  

 
Please continue to use the online eTestManager to add program updates to each 
of your Eurosoft USB program devices. Contact the Support or Sales team for 
assistance. 

ZeroData™ Windows®   
features 

Benefits for You 

NEW EMMC Erase and 
EMMC Secure Erase. 

It is now possible to perform firmware-based 
erasure processes to overwrite Embedded Multi-
Media Cards. 

NEW IEEE 2883-2022 Clear & 
Purge erasure methods  

Meeting IEEE 2883-2022 specification, Use the 
Clear method for non-sensitive data providing 
protection against simple, non-invasive data 
recovery techniques, and the Purge method to 
securely sanitize drives. 

NEW IEEE Clear removable 
erasure method  

Perform two erasure passes on removable 
memory cards that Windows identifies as USB 
devices to conform to IEEE2 883-2022 
requirements.  

Enhanced User Interface Improvements made to the interface to make it 
more user friendly and intuitive to use. 

Updated Support for 
firmware based secure erase  
methods 

Support added for Opal 2.02 and TCG Pyrite 2.0 
Firmware commands. The disk information 
window will show which features the drive 
supports. 

Enhanced Reporting Tamper proof erasure certificate is now easier to 
read, including overall summary, colour coding to 
show success or failure  of erasure and NIST 
compliance declaration. 
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Level 1 and II certified ASCLD/LAB International accred-
ited forensic testing laboratory (ISO/IEC 17025:200). 
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Note: Windows PE v1.x contains a security feature that will cause end 
user’s systems to reboot without prior notification to the end user after 24 
hours of continuous use. Windows PE v2.x contains a security feature that 
will cause end user’s systems to reboot without prior notification to the 
end user after 72 hours of continuous use.  
 
 
 

Firmware erasure black list  Devices known to incorrectly report support for 
the firmware erasure command have been 
added to a black list to disable the command 
from being executed. The devices include. 
Intel Optane Memory and Optane Memory 
M10 series 3D XPoint  
Optane 900p-905p  
Optane 800p  
Intel Liberty Harbor 
Intel Youngsville  
INTEL HBRPEKNX0101A  
INTEL HBRPEKNX0202A  
INTEL HBRPEKNX0203A  
INTEL HBRPEKNL0202A  
INTEL HBRPEKNL0203A  

Hard drive detection library  Improved support for detection and erasure of 
hard disk drives, SSDs, hybrid disk drives 
(SSHDs), RAID controllers, USB adapters, 
USB docks, USB enclosures.  

Previous Release Highlights 

Conforming to GDPR, government, military, NIST and ISO/IEC standards you 
can trust ZeroData Windows to provide the proof you need of permanent 
erasure demanded by compliance standards worldwide.  
 
1 st place – Longest running PC diagnostic company – 40 years – with 
spectacular results from our Microtopology memory testing and the original 
‘self-boot’ capability in 1986!  

EMMC Erasure Methods 

Print RLA 12N Labels 

Yes, you need secure, permanent data 
erasure...  Yes, you need to do it fast… 
Yes, you need secure reports of all data  
erasure... Do the products you use 
meet your demands?  Call us now  to 
discuss how you can save more money 
and time using ZeroData Windows. Or 
go to the website to try a package for 
yourself.   
 
 


